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Doctors, Nurses, Execs—Medicare Fraud

CNN International, By Terry Frieden, CNN Justice Producer, February 17, 2011 5:15 p.m. EST

= Federal authorities indicted and arrested more
than 100 doctors, nurses and health care
executives nationwide.

= Largest federal health care fraud takedown in

our nation's history
— The false billings to defraud Medicare totaled $225 &%t
million

= "From 2008 to 2010, every dollar the federal
government spent under its health care fraud
and abuse control programs averaged a return
on investment (of) $6.80," Health and Human
Services Secretary Kathleen Sebelius said.
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American Society of Certified Fraud Examiners =~
20 Ways to Detect Fraud SSA 4

1. Unusual Behavior .
The perpetrator will often display unusual behavior, that when taken as a whole is a strong indicator of fraud. The fraudster may
not ever take a vacation or call in sick in fear of being caught. He or she may not assign out work even when overloaded.
Other symptoms may be changes in behavior such as increased drinking, smoking, defensiveness, and unusual irritability and
suspiciousness.

2. Complaints
Frequently tips or complaints will be received which indicate that a faudulengictih 4 [ : plaints have been known
to be some of the best sources of fraud and should be taken ser y. Alth th&motives of the complainant
may be suspect, the allegations usually h erit that w er inve
3. Stale Items in Recopgjliation
In bank recongiliati ' ks Cc e or‘liation could be indicative of theft. Missing deposits could
il the helliks could indicate one made out to a bogus payee.

4. Exces

Voided sal sale was rung up, the payment diverted to the use of the perpetrator, and the sales slip

5. Missing Documents
Documents which are unable to be located can be a red flag for fraud. Although it is expected that some documents will be
misplaced, the auditor should look for explanations as to why the documents are missing, and what steps were taken to locate
the requested items. All too often, the auditors will select an alternate item or allow the auditee to select an alternate without
determining whether or not a problem exists.
6. Excessive Credit Memos
Similar to excessive voids, this technique can be used to cover the theft of cash. A credit memo to a phony customer is written
out, and the cash is taken to make total cash balance.
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A Real Fraud Example

My credit card statement—Can you see the fraud?

May 22
May 22

June 14
June 14
June 15
June 15
May 28
May 29
June 16
June 16

All same $75 amount?

1:14 PM FOOD onaco Café $127.38
7:32 PM WINE Wine Bistro 8.00 y .
Gas Station? onaco:

2:05 PM MISC
2:06 PM MISC

11:48AM  MISC MobTT Mart 575.00 g;‘g,f of
11:49AM  MISC Mobil Mart $75.00 '
6:31 PM Acton Shop $31.00

8:39 PM $128.14
11:48 AM $75.00
11:49 AM $75.00
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4 | Copyright © 2013, Oracle and/or its affiliates. All rights reserved. |



. Turkcell (%) TURKCELL
Combating Communications Fraud

Objectives “Turkcell manages 100 terabytes of compressed data—or one
petabyte of uncompressed raw data—on Oracle Exadata. With

. Prepaid card fraud—millions of dollars/year Oracle Data Mining, a component of the Oracle Advanced
E v f ifti h hh q Analytics Option, we can analyze large volumes of customer data
= EXtremely tast sifting throug uge data and call-data records easier and faster than with any other tool

volumes; with fraud, time is money and rapidly detect and combat fraudulent phone use.”

— Hasan Tongug¢ Yilmaz, Manager, Turkcell iletisim Hizmetleri A.S.

= Monitor 10 billion daily call-data records
= Leveraged SQL for the preparation—1 PB

= Due to the slow process of moving data,
Turkcell IT builds and deploys models in-DB

= Oracle Advanced Analytics on Exadata for

extreme speed. Analysts can detect fraud InDatabase Fraud Models
patterns almost immediately Exadata

ORACLE
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Oracle Big Data Platform

Oracle Big Data Oracle Oracle
Appliance Big Data Exadata
Optimized for Hadoop, CO nn eCtO rs “System of Record”

R, and NoSQL Processing

Optimized for DW/OLTP

Hadoop

Oracle
Advanced
Analytics

== [E=== ==

Oracle Big Data
Connectors

Open Source R
Data

— Warehouse

Oracle NoSQL

Database Oracle Data
I i I Integrator

Applications

Oracle
Database

Oracle
Exalytics

Optimized for
Analytics & In-Memory Workloads

Oracle Enterprise
Performance Management

Oracle Business Intelligence
Applications

Oracle Business Intelligence
Tools

Oracle Endeca Information
Discovery

Stream ‘ Acquire ‘ Organize ‘ Discover & Analyze
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. Oracle Advanced Analytics

Fastest Way to Deliver Scalable Enterprise-wide Predictive Analytics

/] —8 5 -
it 3 &
Key Featu reS &\‘r-;// ;ser egments ) NewCustomQ+ ]
, =

= In-database data mining algorithms R = PrpedComtla Trodeheleble Lot Caain

and open source R algorithms @a ﬁ/@m % %
. SQL’ PL/SQL’ R |anguages R Script & model AnomaliesPr;dk:ﬁveQuefY POS Sales Transactions Market Basket Analysis
= Scalable, parallel in-database =

execution
= Workflow GUI and IDEs
= Integrated component of Database e
= Enables enterprise analytical

applications

ORACLE
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Oracle Advanced Analytics
Wide Range of In-Database Data Mining and Statistical Functions

= Data Understanding & Visualization

Summary & Descriptive Statistics

Histograms, scatter plots, box plots, bar charts

R graphics: 3-D plots, link plots, special R graph types
Cross tabulations

Tests for Correlations (t-test, Pearson’s, ANOVA)
Selected Base SAS equivalents

= Data Selection, Preparation and Transformations

Joins, Tables, Views, Data Selection, Data Filter, SQL time
windows, Multiple schemas

Sampling techniques

Re-coding, Missing values

Aggregations

Spatial data

R to SQL transparency and push down

= Classification Models

Logistic Regression (GLM)
Naive Bayes

Decision Trees

Support Vector Machines (SVM)
Neural Networks (NNs)

= Regression Models

— iiiiiirt Viitir Miihinii

Multiple Regression (GLM)

8 | Copyright © 2012, Oracle and/or its affiliates. All rights reserved. |

Clustering
- Hierarchical K-means
- Orthogonal Partitioning
- Expectation Maximization
Anomaly Detection
- Special case Support Vector Machine (1-Class SVM)
Associations / Market Basket Analysis
— A Priori algorithm
Feature Selection and Reduction
- Attribute Importance (Minimum Description Length)
— Principal Components Analysis (PCA)
- Non-negative Matrix Factorization
— Singular Vector Decomposition
Text Mining
— Most OAA algorithms support unstructured data (i.e.
customer comments, email, abstracts, etc.)
Transactional Data
- Most OAA algorithms support transactional data (i.e.
purchase transactions, repeated measures over time)
R packages—ability to run open source
- Broad range of R CRAN packages can be run as part of
database process via R to SQL transparency and/or via
Embedded R mode

*included in every Oracle Database



Financial Sector/Accounting/Expenses
Anomaly Detection

I-% ofSCLAIMS X |of}Claims Anomaly Detection X |S2ANOM_SVM 1 12 % i
Coeffidents CumpavE|SEﬁmgs
¢
Explare Data . Predictive Class: B¢
Simle Fraud Detection Methodology—1-Class SVM .
Sort by absolute value Fetch Size:
l 7] - 7] T
'\‘]@ @ Coefficents: 118 outof 11 (-
1 _’J\@ % Attribute Value Coefficient
: <Intercept> 1.00004479
CLAIMS IR e T =3 : [ . S
‘ — — L e s —
J' DAYS:POLICY-ACCIDENT  morethan30 313
Infrequent Hi Amount Claims Anomalous claims POLICEREPORTFILED No - -7 A
@ SEX Male . 7
— - Ml ACCIDENTAREA Urban T e
i) |_ ’ FAULT PolicyHolder . 17,37}
Clustering Cluster Assignments NUMBERCFCARS tehide S
Unusual claims Anomalous claims2 ADDRESSCHANGE-CLAIM ~ nochange NS s >+
VEHICLECATEGORY Sedan R 202055
\ :\rm MARTTALSTATUS Married 6436403
) |_ FRALDFOUND No I . 43461920
Repeat claimants y FRALDFOUND fes D 0.3054541
More Sophisticated Fraud Detection Methodology—Clustering + 1-Class SVM  Anomalous claims3 PRIVERRATING 0.
REPNUMBER I 0357081
MARITALSTATUS Single I 0.3%%763
WEEKOFMONTH I 03438150
NUMBERCFSUPPLIVENTS  none [ ] -0.33437406
BASEPOLICY Calision ] -0.31190335
WEEKOFMONTHCLAIMED [ -0.29774053
AGEOFPOLICYHOLDER 31to35 I -0.29460101 K
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Fraud Prediction Demo
Automated In-DB Analytical Methodolgies

drop table CLAIMS_SET;
exec dbms_data_mining.drop_model('CLAIMSMODEL");
create table CLAIMS_SET (setting_name varchar2(30), setting_value varchar2(4000));
insert into CLAIMS_SET values (ALGO_NAME','/ALGO_SUPPORT_VECTOR_MACHINES);
insert into CLAIMS_SET values (PREP_AUTO','ON");
commit; POLICYNUMBER  PERCENT_FRAUD  RNK
begin 6532 64.78 1
dbms_data _mining.create_model('CLAIMSMODEL', 'CLASSIFICATION, 2749 64.17 2
'CLAIMS', 'POLICYNUMBER', null, 'CLAIMS_SET"); 3440 63.22 3
: 654 63.1 4
/e” d; 12650 62.36 5
113 H H ”'
-- Top 5 most suspicious fraud policy holder claims At;t;dr:nated Monthly “Application™ Just
select * from Create
(select POLICYNUMBER, round(prob_fraud*100,2) percent_fraud, View CLAIMS2 30
rank() over (order by prob_fraud desc) rnk from As -
(select POLICYNUMBER, prediction_probability(CLAIMSMODEL, '0' using *) prob_fraud Select * from CLAIMS2
from CLAIMS
where PASTNUMBEROFCLAIMS in ('2to4', 'morethan4'))) Where mydate > SYSDATE — 30
where rmk <=5
order by percent_fraud desc;

ORACLE
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. Why Oracle Advanced Analytics?
Differentiating Features

v Fastest Way to Deliver Enterprise Predictive
Analytics Applications

= Integrated with OBIEE and any application that
uses SQL queries

v Performance and Scalability

= Leverages power and scalability of Oracle
Database.

v Lowest Total Costs of Ownership
= No need for separate analytical servers
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A Real Fraud Example

My credit card statement—Can you see the fraud?

May 22
May 22

June 14
June 14
June 15
June 15
May 28
May 29
June 16
June 16

All same $75 amount?

1:14 PM FOOD onaco Café $127.38
7:32 PM WINE Wine Bistro 8.00 y .
Gas Station? onaco:

2:05 PM MISC
2:06 PM MISC

11:48AM  MISC MobTT Mart 575.00 g;‘g,f of
11:49AM  MISC Mobil Mart $75.00 '
6:31 PM Acton Shop $31.00

8:39 PM $128.14
11:48 AM $75.00
11:49 AM $75.00
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Multiple Approaches To Detect Potential Fraud

Voo
1. Anomaly Detection (1-Class SVM) FRA ¢
- Add feedback loop to purify the input training data over time and N
improve model performance
2. Classification
- IF you have a lot of examples (25% or more) of fraud on which to train/learn

3. Clustering

Find records that don’t high very high probability to fit any particular cluster and/or lie in the
outlier/edges of the clusters

4. Hybrid of #3 and then #1

Pre-cluster the records to create “similar” segments and then apply anomaly detection
models for each cluster

5. Panel of Experts

l.e. 3 out of 5 models predict possibly anomalous above 40% or any 1 out of N models
considers this record unusual

ORACLE
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« Considering
multiple attributes

- Taken alone, may
seem “normal”

» Taken
collectively, X2
a record may
appear to be
anomalous

* Look for what is
“different”

X3

X4

ORACLE"
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Oracle Advanced Analytics
SQL Data Mining Algorithms

Problem

Alaorithms

Applicability

ORACLE

Classification

A AAAAAA
- AAAAAA

* Logistic Regression (GLM)
 Decision Trees

* Naive Bayes

» Support Vector Machines

+ Classical statistical technique
 Popular for “rules” & transparency
* Fast, simple, performant

* New, versatile and performant

Regression

* Multiple Regression (GLM)
* Support Vector Machines

Classical statistical technique
* New, versatile and performant

Anomaly eein’ - 1-Class Support Vector Machine * Anomaly detection & fraud where
Detection o ", lack examples of the target field
Attribute :it . ga + Minimum Description Length (MDL) « Attribute reduction
o—p i

Importance o ®i+ ™ iQuss - - Reduce data noise
Association @@EE * Apriori + Market basket analysis
Rules = TS + Link analysis

:TA " aa |- Hierarchical K-Means - Customer segmentation
Clustering (o] 6; _’OO  Hierarchical O-Cluster ¢ Find similar records, transactions

*a E.:. °\ | Expectation Maximization (EM) or clusters

A . m _ Y. Principal Components Analysis (PCA) | . Feature reduction

I eatme_ 5_ 6.‘4: * Nonnegative Matrix Factorization e.g. many inputs, text problems, etc.
Extraction «=5s° -8' g g ynp P
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» Singular Value Decomposition (SVD)
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Oracle Advanced Analytics
Wide Range of In-Database Data Mining and Statistical Functions

= Data Understanding & Visualization

Summary & Descriptive Statistics

Histograms, scatter plots, box plots, bar charts

R graphics: 3-D plots, link plots, special R graph types
Cross tabulations

Tests for Correlations (t-test, Pearson’s, ANOVA)
Selected Base SAS equivalents

= Data Selection, Preparation and Transformations

Joins, Tables, Views, Data Selection, Data Filter, SQL time
windows, Multiple schemas

Sampling techniques

Re-coding, Missing values

Aggregations

Spatial data

R to SQL transparency and push down

= Classification Models

Logistic Regression (GLM)
Naive Bayes

Decision Trees

Support Vector Machines (SVM)
Neural Networks (NNs)

= Regression Models

— iiiiiirt Viitir Miihinii

Multiple Regression (GLM)
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Clustering
- Hierarchical K-means
- Orthogonal Partitioning
- Expectation Maximization
Anomaly Detection
- Special case Support Vector Machine (1-Class SVM)
Associations / Market Basket Analysis
— A Priori algorithm
Feature Selection and Reduction
- Attribute Importance (Minimum Description Length)
— Principal Components Analysis (PCA)
- Non-negative Matrix Factorization
— Singular Vector Decomposition
Text Mining
— Most OAA algorithms support unstructured data (i.e.
customer comments, email, abstracts, etc.)
Transactional Data
- Most OAA algorithms support transactional data (i.e.
purchase transactions, repeated measures over time)
R packages—ability to run open source
- Broad range of R CRAN packages can be run as part of
database process via R to SQL transparency and/or via
Embedded R mode

*included in every Oracle Database



Oracle Data Miner GUI

SQL Developer 4.0 ExtensioN—rree 0TN Download

File Edt View Novigate Run Tesm Tools Window Help Automation

" Easy to Use —“55"‘)‘: :’3‘-0 &- Al d

B @ startpage = Orade 12 OMUSER 3 ofg Mring.Deta Buid Text & ofg Customerdslybes36insghtl % o Customes Ansiyscs u oG Cor DstaMeg ®

R w% - &> - C:"vw‘"“ : ;
— Oracle Data Miner GUI for data a . % &
an aIyStS SMif . T :‘aa %ﬂ a€ 50.?: %‘f\‘m
7 ) . I-I!E % 7 s NEW CUSTOMERS 360 wetorns
- “Work flow” paradigm - = N AT
—= 8- & B -F-8-@- %9 |- > =
i- & —p-5 -~ a o a Text
, : rP i g 4. & S
— Multiple algorithms & data I e Esam
transformations E LR
=) -] 9
- Runs 100% in-DB e e

— Build, evaluate and apply models = “:7;"'“ e BT
= Automate and Deploy

— Generate SQL scripts for deployment
— Share analytical workflows

ORACLE
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Tax Noncomplaince Audit Selection

= Simple Oracle Data [@
Mining predictive model

— Uses Decision Tree for

Explore Data grp_by Compaint

]

classification of % |
c on o & — B . %
Oncomp Ian aX 2011_TAX _DATAZ Moncompliant predictivemodels

submissions (yes/no)
based on historical
2011 data

»

Suspicious claims

]

@

NEW TAX_SUBMISSIONS

|l @éﬂ

$

2nd Anomaly Detection Model Suspicious claims for review
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. Tax Noncomplaince Audit Selection

Statistics| Data | Columns | 5QL
=
™
Statistics Groupby:  MARITAL_STATUS Eilter: ,-I
MName Histogram Data Type Percent NULLs Digtinct Values Distinct Percent Mode -
° Tax d at a ADDL_TAX_CREDIT =T 0 184 .18
ADJUSTED_DEDUCTIONS NUMBER. 0 614 30,62
u S e d fo r ADJUSTED_TAX_INC NUMBER. 0 1,855 92.52
AGE NUMBER. 0 68 3.39
d e m O ATI_BIN VARCHAR2 [1} 4 0.2 HIGH
CAR_OWNERSHIP NUMBER. 0 2 0.1
ITEMIZED_DEDUCTIONS By MARITAL_STATUS
100
80 |
a0 | W 'OTHER!
= WIDOVWED'
5 I DIVORCED'
5 MARRIED'
40 W 'SINGLE
20 |
| — — _— S _
0-35001 7000.2 - 10500.3 14000.4 - 17500 5 21000.6 - 245007 280008 - 315009
3500.1 - 70002 10500.3 - 14000.4 175005 - 21000.6 24500.7 - 28000.8 35001 - 385011
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. Tax Noncomplaince Audit Selection

() connections * | ByData Miner x () % CBERGER 11gR23Laptop X |ofSTAX Audit_Analysis * |§PcLas Glm_1 40 x [@cu\s,mﬁlﬁm x GBB?GE? IIgR23Laptop~] *

4 & Tree Settings

@, Connections B G wowe v Bk W [E @ Meximum Target values:
-8, CHERGER 115R23 Laptop Confidence: 65.16% Confidence: B6.63% Confidence: 85%
ABC Insurance
BERGER Hospitals Corp B No 365 (65.18%) B No 1343 (86.63%) B 1o - 340 (85.00%)
Hves 195 (34.82%) HYes© 208 (13.47%) M Yes: 60 (1500%)

CUSTOMERS R US Corp
ODM QU 2 Day Course
TAX_AUDITORS R _US Spiit: T_AMOUNT_AUTOM_PAYMENTS|
off TAx_Audit_Analysis ?

TELCORUS

Split: ADJUSTED_DEDUCTIONS|

Splitt MONEY_MONTLY_OVERDRAWN|

Node: 17 Node: 36 Node: 14 Node:33 Node: 28 Node: 29
Prediction: No Prediction: No Prediction: No Prediction: No Prediction: No Prediction: No
Support: 360 (3.92%) Support: 200 (2.18%) Support: 979 (10.67%} Support: 573 (6.25%) Support: 357 (3.89%) Support: 43 (0.47%)
Confidence: 54.17% Confidence: 85% Confidence: 88 87% Confidence: 82.55% Confidence: 87 .68% Confidence: 62.79%
W Mo 195 (54.17%) W Mo 170 (55.00%) W Mo G670 (B6.67%) W Mo 473 (B255%) W Mo 313 (B7.66%) W Mo 27 (B2.79%)
Hes: 165 (45.83%) EYes: 30 (15.00%) HYes: 109 (11.13%) E Yes: 100 {17.45%) Hves: 44 (12.32%) Hes: 16 (37.21%)
L I L I [ PR
Split: ADJUSTED _DEDUCTIONS Split: AGE
- Thumbnail * = Ll:"
] | —

Node: 35 Node: 34 Node: 15 Node: 30 Node: 10

Prediction: No Prediction: Yes Prediction: No Prediction: No Prediction: Yes

Support: 234 (2.55%), Support: 126 (1.37%) Support: 728 {7.94%) Support: 251 (2.74%) Support: 959 (10.46%)

Confidence: 66 24% Confidence: 68.25% Confidence: 90.93% Confidence: 82 87% Confidence: 86.24%

W Mo:155 (B6.24%) W Mo 40 (31.75%) Mo G2 (90.93%) W Mo 208 (92.87%) W Mo 132 (13.76%)

fule | Surrogates | Target Values

If ITEMIZED DEDUCTIONS > 246
And ADJUSTED_DEDUCTIONS > 232.3

T 5 And NUM LATE PRYMENTS <= 4.5 . Patterns Of possibly

And MONEY MONTLY GVERDRAWN <=

\[Bn CBERGER 11gR23 Laptop - A
e e | noncompliant tax
AX_Audit _Anal... TAX_AUDITORS... o Then No

submisisons found!

RAC
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Fraud and Non-Compliance Example
Identify & Drill-Thru Expenses by Probablllty of Non Compllance

m H_) http: ,l',ilocalhost[analytlcslsaw dII7Dashboard S - soogle ‘ ‘

Intelligence Dashboards My D:
BUSINESS IWNTELUIGENGE \

OAA data mining

My Dashboard Welcome, John Smith! Dashboards - Answers - Advanced Reports - Marketing - Delivers - Disconnected - My &ccount - Log Ou

SRR cor vy bt models provide

Most Suspicious Activities I I ke I I h Ood Of expe nse

Employee tem Day Pr il ial Fraud Cost .
Potential Fraud by Organization :;::::i::::de m:zz Ea;:::z;;:::z:z f;:g:zjgzz 1::;:‘5) :2 2:?22 re po rtl n g fra U d P a n d

Louis Misc. Emhacsats 30-Dec-2003 4,259 60 2537 H H H
Dave Lindguist Misc. Employee Expenses 01-Jan-2004 2,253 63 1,422 Ot h e r I m p 0 rtant I n S I g h tS " )
Steven Daniel Hotel-Lodging 14-Dec-2004 2,304 52 1,205
Paul Laker Hotel-Lodging 19-Dec-2004 2,219 54 1,201
Steven Daniel Hotel-Lodging 22-Dec-2004 1,896 52 979
Christina Donohue Hotel-Lodging 21-Dec-2004 1,744 53 919
Michael Cheng  Hotel-Lodging 21-Dec-2004 1,598 53 842 S
Dennis Haas Hotel-Lodging 14-Dec-2004 1,539 52 805

Modify - Dovvnload

Trends by Organization

Amt Parent Amt % Chg Potential Fraud PFC Parent PFC % Chg Prior
Org Level 2 Quarter Amount Share Prior Per Cost Share Per
Q12004 12173 14 3 1,056 17
B sidwestRegion M Northeast Region M Southern Region Sl cooond | 6528 1« T o T
. Wasier Rogion Region Q32004 7427 13 0 0
Org Level 2 Potential Fraud Cost Q4 2004 15642 1,841 6
Micwest Region 2,896 o12004 28,182 537 9
Northeast Region 17,307 Mortheast Q22004 14,986 o m
SoutherriRegion 5,086 Region Q32004 21,287 742 100
Western Region 11,252 Q42004 95,027 16,028 54
Modify - Do Q12004 15773 2,003 33
Southern Q22004 7,458 0 T
Region Q32004 8674 0 0
Q42004 27,154 3,083 10
@12004 30,909 2487 « [
Western Q22004 16,883 o T
Region Q32004 | 18612 0 0
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Oracle Advanced Analytics )
R Enterprise Compute Engines F% ]
- |

Other R
packages

Other R
packages

R Engine R Engine

Results
User R Engine on desktop Database Compute Engine R Engine(s) spawned by Oracle DB
- R-SQL Transparency Framework intercepts R - Scale to large datasets » Database can spawn multiple R engines for
functions for scalable in-database execution . Access tables, views, and external tables, as database-managed parallelism
-+ Function intercept for data transforms, well as data through - Efficient data transfer to spawned R engines
statistical functions and advanced analytics DB LINKS - Emulate map-reduce style algorithms and
- Interactive display of graphical results and flow - Leverage database SQL parallelism applications
control as in standard R - Leverage new and existing in-database - Enables “lights-out” execution of R scripts
- Submit entire R scripts for execution by statistical and data mining capabilities
database

ORACLE
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Oracle Adaptive Access Manager
Trust...., But Verify

* Global ODM clustering
model identifies typical
behaviors/patterns/ -

profiles John Smith Password | Device
« Each user is assigned

& Tracking
several cluster nodes, %@ @
that in total, capture
85% of their typical

behavior/profile m

Location § Transaction§§ Verify ID | Protected
i Resources

» Real-time “scoring” of

ODM model to bolster o _ o ,
OAA’s complex real- Authentication is valid but is this really John Smith?

time security |s anything suspicious about John's transactions?

Can John answer a challenge if the risk is high?
ORACLE
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Financial Sector/Accounting/Expenses

Oracle Spend Classification: Auto—Classify Spend into Purchasing Categories

« Text mining of expense items S w3
descriptions

- “Defragmentation” of likely e e el
misclassified expenses TN S

— “Flat panel monitor” = “Meals”

2 & @

Expenses Text mining prep Assigned Calegories I -
L =3 Oracle Spend Classification
ORACLE'
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